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Exhibit B -

Security Procedures Established Pursuant to Public Lew No. 95-511, 9Z Stat, 1783, as
Amended, By the Chief Justice of the United States for the Foreign Intelligence
Surveillance Court And the Foreign Intelligence Surveillance Court of Review

1. Purpose. The purpose of these procedures, as revised, is to meet the court security
requirements of the Foreign Intelligence Surveillance Act of 1978, Pub. L. No. 95-511, 92 Stat.
1783, as amended (“the Act”)." These security procedures apply to both the Foreign Intelligence
Surveillance Court established under § 103(a) of the Act and the Foreign Intelligence
Surveillance Court of Review established under § 103(b), and to all supposting personnel of said
courts. Except for the judges of the two courts, the same facilities, personnel, and security
procedures shall be used by both courts, subject to such exceptions as may be authorized by the
Chief Justice. These procedures have been adopted in consuitation with the Attorney General

and the Director of National Intelligence as required by the Act and supersede the security
procedures issued on May 18, 1979.  The term “court” as used herein refers to both Courts.

2. Quarters and Facilities. The quarters and facilities of the court, including a hearing
room, work chambers, and storage facilities for court records, shall be constructed and
maintained in accordance with applicable construction standards pertaining to sensitive
compartmented information facilities adopted by the Director of National Intelligence. The
location of court facilities may be changed by the court from time to time in consultation with the
Chief Justice, the Attorney General, and the Director of National Intelligence.

3. Members of the Cours. Judges to be designated as members of the court pursuant to
§ 103 of the Act shall be subject, before designation, to an updated background investigation to
be conducted by the Federal Burean of Investigation under applicable Exccutive Branch
standards for investigations performed in support of determinations of ¢ligibility for access to
sensitive compartmented information or other classified national security information, insofar as
they may be deemed applicable to the court, If a question of suitability to serve on the court is
raised at any time afier initial appointment, the matter is to be referred to the Chief Justice, who
may clect to consult with the Attorney General and the Director of National Intelligence
regarding the security significance of the matter before taking such action as the Chief Justice

deems appropriate. :
4, Appointment of Personnel. The court may have a Clerk of Court and such other

legal, administrative or support personnel as it may require. The court may also arrange for the
services of a court reporter, as it deems appropriate. Such personnel may have access to court

! Section 103(c) of the Act reads in pertinent part: “The record of proceedings under
this Act, including applications made and orders granted, shall be maintained under security
measures established by the Chief Justice in consultation with the Attorney General and the
Director of National Intelligence.” See also § 302(¢) (physical search proceedings); § 501(f)(4)
(proceedings regarding the production of records or other tangible things); § 702(k)X1)
(proceedings regarding certain acquisitions of foreign intefligence information).
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records and proceedings, including sensitive compartmented information or other classified
national security information contained therein, only as authorized by the court and only to the
extent necessary to the performance of an official function. Personnel appointed by or
designated for service to the court shall undergo appropriate background investigation by the
Federal Bureau of Investigation under applicable Executive Branch standards for investigations
performed in support of determinations of eligibility for access to sensitive compartmented
information or other classified national security information. All court personnel having access
to sensitive compartmented information or other classified national security information shall
sign appropriate security agreements. If a question concerning the security clearance of court
personnel is raised subsequent to appointment, the matter shall be referred to the court, which
may consult with the Attomey General and the Director of National Intelligence regarding its
security significance before taking such action as it deems appropriate.

5. Security Officer. The court shall designate as security officer the Director, Security

and Emergency Planning Staff, Department of Justice, or another individual who has

" demonstrated competence in providing security for classified national security information and
sensitive compartmented information from among candidates submitted by the Attomey General
and the Director of National Intelligence. One or more alternate security officers may be
designated by the court as required. The security officer shall serve at the pleasure of the court
and will not be subject to removal by the Executive Branch without the concurrence of the court.
The security officer (and alternates) may be Executive Branch employees and may perform other
duties in the Executive Branch, sc long as such duties do not conflict with their responsibilities to
the court, Additional personnel may be provided by the Department of Justice to perform
incidental security and administrative functions for the court provided appropriate security
clearances have been obtained,

The security officer shall be responsible to the court for document, physical, personnel,
and cornmunications security. Under the supervision of the court, the security officer shall take
measures reasonably necessary to fulfill these responsibilities, The security officer shall arrange,
at a minimum, for an annual security review of court quarters and facilities and shall submit a

report to the court.

6. Security Functions of the Clerk of Cowzt. The Clerk of Court, with the advice and
concurrence of the security officer, shall establish and maintain a control and accountability
system for all records of proceedings before the court that involve classified national security
information, and any other records or documents the courl may designate. The Clerk, in
consultation with the security officer, shall further ensure that all court records are marked with
appropriate security classifications in accordance with Executive Order 13526 and its successors,
and procedures to be established by the court.

7. Court Proceedings. The court shall ensure that éll court records (including notes,

draft opinions, and related materials) that contain classified national security information are
maintained according to applicable Executive Branch security standards for storing and handling
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classified national security informatiori. Records of the court shell not be removed from its
premises except in accordance with the Act, applicable court rule, and these procedures. Insofar
as the court may direct, the Clerk of the Court may, in coordination with the security officer,
arrange for off-site storage of court records, provided that classified national security information
contained therein is maintained according to the above-referenced security standards. Reports
and exhibits submitted in support of applications to the court may be returned by the court to the
applicant on a frust receipt basis.

Whenever a party other than the government makes a submission fo the court that
potentially contains classified national security information, the court shall promptly coordinate
with the security officer to determine whether the submission contains classified national security
information. The security officer shall, as directed by the court, consult with appropriate
executive branch officials with regard to such a determination. The court may consider the
submission while such a determination is pending, provided that the court safeguards the
information in question as classified national security information in accordance with these
procedures. The security officer shall, after consulting with the court, advise the parties of the
results of the determination. If it is determined that the submission does contain classified
national security information, the security officer shall ensure that it is marked with appropriate
classification markings and the Clerk of Court shall ensure that it is handled in accordance with
those markings under these procedures.

8. Security Procedures for Section 102(a) and Secrion 302(a). Centifications
transmitted by the Atiomey General to the court under seal pursuant to Section 102(a) or
Section 302(a) of the Act shall be numbered in sequence by the Clerk of Court, who shall
maintain a record of all certifications received by the designated number and date of receipt.

Certifications received by the court for retention only shall be filed under seal in separate
storage compartments.  They shall only be accessed jointly by a representative designated by the
court and a representative of the Executive Branch designated by the Atiomey General. They
may be unsealed only in accordance with the provisions of the Act.

9, Training. Members of the court and court personnel shall be briefed on security
measures appropriate to the functions of the court by designees of the Attorney General and the
Director of National Intelligence.

10. Term. These procedures shall remain in effect until modified in writing by the
Chief Justice after consultation with the Attorney General and the Director of National
Intelligence.
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Issued this 2/e¥ day of FFBAVYARY | 2013, after consuitation with the Attorney General
of the United States and the Director of National Intelligence as required by the Foreign

Intelligence Surveillance Act.

Johr*G. Roberts, Ir.
Chief Justice of the United States

The Attorney General concurs in the procedures for safeguarding certifications filed
under Section 102(a) or Section 302(2) of the Act, as set forth in paragraph 8.

C~- )

Eric H. Holder, Ir. (/
Attomey General of the United States

2 Section 103(c) provides that the Chief Justice shall establish security procedures for
the court in consultation with the Attoruey General and the Director of National Intelligence.
Sections 102(a)(3) and 302(a)(3) provide that certifications of the Attomey General issued in
accordance with Section 102(a)(1) or Section 302(a)(1)(A) of the Act shall be maintained under
security measures established by the Chief Justice with the concurrence of the Attorney General,
in consultation with the Director of National Intelligence.

ACLU 16-CV-8936 (RMB) 00036




ACLU 16-CV-8936 (RMB) 00037



ACLU 16-CV-8936 (RMB) 00038



ACLU 16-CV-8936 (RMB) 00039



ACLU 16-CV-8936 (RMB) 00040



ACLU 16-CV-8936 (RMB) 00041



ACLU 16-CV-8936 (RMB) 00042



ACLU 16-CV-8936 (RMB) 00043



ACLU 16-CV-8936 (RMB) 00044



ACLU 16-CV-8936 (RMB) 00045



ACLU 16-CV-8936 (RMB) 00046



ACLU 16-CV-8936 (RMB) 00047



ACLU 16-CV-8936 (RMB) 00048





