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Erik,
 told me if you could review this.

Mudrock is claiming that DHS did created this. I think I was not supposed to release this but it was
public.
Can you help me what can I tell my Public Disclosure coordinator?
Sorry for the inconvenience
 

Stephanie Deluvia
Administrative Assistant 3
Washington State Fusion Center
WSP/Homeland Security Division
Office: (206)262-2470
Cell: (206)858-2551
stephanie.deluvia@wsfc.wa.gov
stephanie.deluvia@wsp.wa.gov
 
 

From: Stephanie Deluvia 
Sent: Thursday, April 19, 2018 11:38 AM
To: 
Subject: FW: CIA NSA SURVEILLANCE
 
 
 

From: Dedalus Bloom [mailto:abhinav tyagi@hotmail.com] 
Sent: Saturday, January 07, 2017 4:42 AM
To: informmoscow@coe.int; informtbilisi@coe.int; informtirana@coe.int; informvictim@gmail.com;
infosec ankara@yahoo.com; Ingsuganibcppm@yahoo.com; inkstuf@gmail.com; inquilab@mid-
day.com; inquiries@glennbeck.com; inquiries@nist.gov; inquiries@un.org;
inquiry@teachprivacy.com; insp3stf-uk@nic.in; intaffairs@presstv.com; intake@aclu-co.org; Intake
Mailbox; integrated.solutions@timesgroup.com; Maine Information and Analysis Center; Iowa
Intelligence Fusion Center; intelligence.fusion@ksag.org; New Mexico All Source Intelligence Center;
intercosmos.demands@yahoo.co.uk; intern@pakconsulatela.org;
internacional@cruzvermelha.org.pt; international.adsales@indiatimes.co.in;
international@leighbureau.com; international@redcross.or.kr; international@whistleblowers.org;
internships@rutherford.org; inthq@up.nic.in; intlawmeetings@americanbar.org;
intrelations@presstv.ir; introl@americanbar.org; investigation@co.kern.ca.us;
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investigations@icij.org; inytletters@nytimes.com; Southeast Florida Fusion Center; isg@ipa-iac.org;
Info@ipa-usa.org; ipcentre@mtu-net.ru; ips@lk-bs.de
Subject: CIA NSA SURVEILLANCE
 

SURVEILLANCE TECHNOLOGY
Keywords: Remote Neural Monitoring and Brain/Body Manipulation, Artificial intelligence
Systems, Game theory and systems for behavioral/social control, Electronic Surveillance &
Harassment, Organized stalking (Please see attached files for description)
For years the federal government has sought to remotely control human behavior. Starting
with the CIA projects MKULTRA and MKSEARCH in the 1950s, the American public has
been unwitting guinea pigs in a multitude of non-consensually performed experiments that
have continued into the 21st century. The recent revelations regarding the extent of NSA
eavesdropping is only the tip of the iceberg. We are currently in an information war and a
mind war, where our privacy and autonomy as human beings are at stake.
The surveillance and manipulation technologies mentioned in this NSA whistleblower
lawsuit (see below, links and attached files) are currently being deployed over a global
satellite and cell phone tower network in a much more advanced version with enhanced
capabilities, tactics, socio-political uses, financing etc.
 It gives the surveillance agencies hands, eyes and ears virtually everywhere on the planet …
behind all closed doors walls inside buildings etc. The technology and spectrum was used for
submarine communications and hence can reach any location on the surface of earth. People
can be targeted and put under constant surveillance during flights/train rides/driving etc and
have their behavior/mental stated and choices manipulated using EEG transmitted to their
brains from remote covert locations.
 
Key points and capabilities
This technology platform uses the entire electromagnetic spectrum to map, extract, store and
manipulate private information from ambient EM fields such as those emanating from human
brain, body and all electronic devices.
It can extract sounds and images from nearby speakers/cameras even with the devices turned
off and battery removed. That might be why Mr. Edward Snowden had people leave their
phones in a refrigerator during his recent NSA disclosure meetings … to block
Electromagnetic waves used for surveillance).
All information physical, physiological, mental and online/telecom can be decoded with
suitable signal processing performed over advanced supercomputers.  At the surveillance
centers a local model of the targets and their immediate environment can be recreated in great
detail using spectral decoding and any changes made to the local model are then retransmitted
to manipulate the target and her devices/environment. As mentioned in the whistleblower
lawsuit this technology can invade and manipulate virtually all kinds of private information
over the entire EM spectrum
If the technology seems more advanced than the mainstream neurosciences it is because while
scientist to their great credit follow rigorous ethical standards while the intelligence agencies
have acquired and developed their technology and system through illegal nonconsensual
human experimentation.
Some links for more information on the technology:
https://theintercept.com/surveillance-catalogue/
http://www.bibliotecapleyades.net/scalar_tech/esp_scalartech12.htm
http://covertharassmentconference.com/press_release&lng=en
http://www.electronictorture.com/
 



 
 

by John St Clair Akwei
From an article in Nexus Magazine April/May 96

from MindControlForums Website
 

A lawsuit filed against the U.S. National Security Agency reveals a frightening array of

technologies and programs designed to keep tabs on individuals.

John St Clair Akwei

vs

National Security Agency

Ft George G. Meade, MD, USA

(Civil Action 92-0449) 

The following document comprises evidence for a lawsuit filed at the U.S. Courthouse in

Washington, DC, by John St Clair Akwei against the National Security Agency, Ft George

G. Meade, Maryland (Civil Action 92-0449), constitutes his knowledge of the NSA's

structure, national security activities proprietary technologies and covert operations to

monitor individual citizens Ed.

 
 
1. THE NSA'S MISSION AND DOMESTIC INTELLIGENCE OPERATION
 

Communications Intelligence (COMINT) 
Blanket coverage of all electronic communications in the US and the world to ensure national
security. The NSA at Ft Meade, Maryland has had the most advanced computers in the world
since the early 1960s. 

 

NSA technology is developed and implemented in secret from private corporations, academia
and the general public. 

 
Signals Intelligence (SICINT) 
The Signals Intelligence mission of the NSA has evolved into a program of decoding EMF waves
in the environment for wirelessly tapping into computers and track persons with the electrical
currents in their bodies. Signals Intelligence is based on fact that everything in the environment
with an electric current in it has a magnetic flux around it which gives off EMF waves. 

 

The NSA/DoD [Department of Defense] developed proprietary advanced digital equipment which
can remotely analyze all objects whether manmade or organic, that have electrical activity. 



 
Domestic Intelligence (DOMINT) 
The NSA has records on all US citizens. The NSA gathers information on US citizen who might
be of interest to any of the over 50,000 NSA agents (HUMINT). These agents are authorized by
executive order to spy on anyone. The NSA has a permanent national security anti-terrorist
surveillance network in place. This surveillance network is completely disguised and hidden from
the public. 

Tracking individuals in the US is easily and cost-effectively implemented with NSA's electronic
surveillance network. This network (DOMINT) covers the entire US, involves tens of thousands of
NSA personnel, and tracks millions of persons simultaneously . Cost-effective implementation of
operations is assured by NSA computer technology designed to minimize operations costs. NSA
personnel serve in quasi-public positions in their communities and run cover businesses and
legitimate businesses that can inform the intelligence community of persons they would want to
track. 

 

NSA personnel in the community usually have cover identities such as social workers, lawyers
and business owners. 

 
Individual Citizens Occasionally Targeted for Surveillance by Independently
Operating NSA Personnel 
NSA personnel can control the lives of hundreds of thousands of individuals in the US by using
the NSA's domestic intelligence network and cover businesses. 

 

The operations independently run by them can sometimes go beyond the bounds of law. Long-
term control and sabotage of tens of thousands of unwitting citizens by NSA operatives is likely to
happen. 

 

NSA DOMINT has the ability to assassinate US citizens covertly or run covert psychological
control operations to cause subjects to be diagnosed with ill mental health. 

The above symptoms highlight a fraction of the vast array of 

Neuro-Electromagnetic Frequency Assaults perpetuated by the Police and

Military Intelligence Agencies toward 

Remote Mind Control Experiments, Behavioral Manipulation and Murder. 

 

 



 

2. NSA'S DOMESTIC ELECTRONIC SURVEILLANCE NETWORK

As of the early 1960s, the most advanced computers in the world were at the NSA, Ft Meade.
Research breakthroughs with these computers were kept for the NSA. 

 

At the present time the NSA has nanotechnology computers that are 15 years ahead of present
computer technology. The NSA obtains blanket coverage of information in the US by using
advanced computers that use artificial intelligence to screen all communications, regardless of
medium, for key words that should be brought to the attention of NSA agents/cryptologists. 

 

These computers monitor all communications at the transmitting and receiving ends. 

 

This blanket coverage of the US is a result of the NSA's Signals Intelligence (SIGINT) mission.
The NSA's electronic surveillance network is based on a cellular arrangement of devices that can
monitor the entire EMF (electromagnetic frequency) spectrum. 

 

This equipment was developed, implemented and kept secret in the same manner as other
electronic warfare programs. 

 

Signals Intelligence Remote Computer Tampering
The NSA keeps track of all PCs and other computers sold in the US. 

 

This is an integral part of the Domestic Intelligence network. The NSA's EMF equipment can tune
in RF (remote frequency) emissions from personal computer circuit boards (while filtering out
emissions from monitors and power sup- plies). 

 

The RF emission from PC circuit boards contains digital information in the PC. Coded RF waves
from the NSA's equipment can resonate PC circuits and change data in the PCs. Thus the NSA
can gain wireless modem-style entry into any computer in the country for surveillance or anti-
terrorist electronic warfare. 

 
Detecting EMF Fields in Humans for Surveillance 



A subject's bioelectric field can be remotely detected, so subjects can be monitored anywhere
they are. 

 

With special EMF equipment NSA cryptologists can remotely read evoked potentials (from
EEGs). These can be decoded into a person's brain-states and thoughts. The subject is then
perfectly monitored from a distance. NSA personnel can dial up any individual in the country on
the Signals Intelligence EMF scanning network and the NSA's computers will then pinpoint and
track that person 24 hours a day. 

 

The NSA can pick out and track anyone in the US. 

 

 

 

3. NSA SIGNALS INTELLIGENCE USE OF EMF BRAIN
STIMULATION 

NSA Signals Intelligence uses EMF Brain Stimulation for Remote Neural Monitoring (RNM) and
Electronic Brain Link (EBL). 

 

EMF Brain Stimulation has been in development since the MKULTRA program of the early
1950s, which included neurological research into radiation (non-ionizing EMF) and bioelectric
research and development. 

 

The resulting secret technology is categorized at the National Security Archives as "Radiation
Intelligence", defined as,

"information from unintentionally emanated electromagnetic waves in the environment, not
including radioactivity or nuclear detonation". 

Signals Intelligence implemented and kept this technology secret in the same manner as other
electronic warfare programs of the US Government. 

 

The NSA monitors available information about this technology and withholds scientific research
from the public. There are also international intelligence agreements to keep this technology



secret. 

The NSA has proprietary electronic equipment that analyze electrical activity in humans from a
distance. NSA computer generated brain mapping can continuously monitor all of the electrical
activity in the brain continuously. The NSA records and decode individual brain maps (of
hundreds of thousands of persons) for national security purposes. EMF Brain Stimulation is also
secretly used by the military for brain-to-computer link (in military fighter aircraft, for example). 

For electronic surveillance purposes, electrical activity in the speech center of the brain can be
translated into the subject's verbal thoughts. RNM can send encoded signals to the brain's
auditory cortex, thus allowing audio communications direct to the brain (bypassing the ears).
NSA operatives can use this covertly to debilitate subjects by simulating auditory hallucinations
characteristic of paranoid schizophrenia. 

Without any contact with the subject, Remote Neural Monitoring can map out electrical activity
from the visual cortex of a subject's brain and show images from the subject's brain on a video
monitor. NSA operatives see what the surveillance subject's eyes are seeing. Visual memory can
also be seen. RNM can send images direct to the visual cortex, bypassing the eyes and optic
nerves. 

 

NSA operatives can use this surreptitiously to put images into a surveillance subject's brain while
they are in REM sleep for brain-programming purposes. 

 

1. Capabilities of NSA Operatives Using RNM 
There has been a Signals Intelligence network in the US since the 1940s. 

 

The NSA, Ft Meade has in place a vast two-way wireless RNM system which is used to track
subjects and non-invasively monitor audio-visual information in their brains. This is all done with
no physical contact with the subject. RNM is the ultimate method of surveillance and domestic
intelligence. Speech, 3D sound and subliminal audio can be sent to the auditory cortex of the
subject's brain (bypassing the ears), and images can be sent into the visual cortex. RNM can
alter a subject's perceptions, moods and motor control. 

Speech cortex/auditory cortex link has become the ultimate communications system for the
intelligence community. RNM allows for a complete audio-visual brain-to-brain link or brain-to-
computer link. 

The above is a simple flowchart of Nuero-Electromagnetic Frequency Assaults 

showing methods that can be perpetuated by the Police and Military Intelligence Agencies 

toward Remote Mind Control Experiments, Behavioural Manipulation and Murder. 



 

 

 

4. NATIONAL SECURITY AGENCY SIGNALS INTELLIGENCE
ELECTRONIC BRAIN LINK TECHNOLOGY 

 

NSA SIGINT can remotely detect, identify and monitor a person's bioelectric fields. 

The NSA's Signals Intelligence has the proprietary ability to monitor remotely and non-invasively
information in the human brain by digitally decoding the evoked potentials in the 30-50 Hz, 5
milliwatt electromagnetic emissions from the brain. 

Neuronal activity in the brain creates a shifting electrical pattern that has a shifting magnetic flux.
This magnetic flux puts out a constant 30-50 Hz, 5 milliwatt electromagnetic (EMF) wave. 

 

Contained in the electromagnetic emission from the brain are spikes and patterns called "evoked
potentials". Every thought, reaction, motor command, auditory event and visual image in the
brain has a corresponding "evoked potential" or set of "evoked potentials". The EMF emission
from the brain can be decoded into the current thoughts, images and sounds in the subject's
brain. 

NSA SIGINT uses EMF-transmitted Brain Stimulation as a communications system to transmit
information (as well as nervous system messages) to intelligence agents and also to transmit to
the brains of covert operations subjects (on a non-perceptible level). 

EMF Brain Stimulation works by sending a complexly coded and pulsed electromagnetic signal to
trigger evoked potentials (events) in the brain, thereby forming sound and visual images in the
brain's neural circuits. EMF Brain Stimulation can also change a person's brain-states and affect
motor control. 

Two-way electronic Brain Link is done by remotely monitoring neural audio-visual information
while transmitting sound to the auditory cortex (bypassing the ears) and transmitting faint images
to the visual cortex (bypassing the optic nerves and eyes). The images appear as floating 2D
screens in the brain. 

Two-way electronic Brain Link has become the ultimate communications system for CIA/NSA
personnel. Remote neural monitoring (RNM, remotely monitoring bioelectric information in the
human brain) has become the ultimate surveillance system. 

 

It is used by a limited number of agents in the US Intelligence Community. 



The above is a simple flowchart of Nuero-Electromagnetic Frequency Assaults 

showing methods that can be perpetuated by the Police and Military Intelligence Agencies toward 

Remote Mind Control Experiments, Behavioral Manipulation and Murder. 

 

 

 

5. [NO HEADING IN ORIGINAL DOCUMENT] 

RNM requires decoding the resonance frequency of each specific brain area. 

 

That frequency is then modulated in order to impose information in that specific brain area. The
frequency to which the various brain areas respond varies from 3 Hz to 50 Hz. Only NSA Signals
Intelligence modulates signals in this frequency band. (See Table 1 below) 

 

This modulated information can be put into the brain at varying intensities from subliminal to
perceptible. Each person's brain has a unique set of bioelectric resonance/entrainment
frequencies. Sending audio information to a person's brain at the frequency of another person's
auditory cortex would result in that audio information not being perceived. 

The Plaintiff learned of RNM by being in two-way RNM contact with the Kinnecome group at the
NSA, Ft Meade.

They used RNM 3D sound direct to the brain to harass the Plaintiff from October 1990 to May
1991. 

As of 5/91 they have had two-way RNM communications with the Plaintiff and have used RNM to
attempt to incapacitate the Plaintiff and hinder the Plaintiff from going to the authorities about
their activities against the Plaintiff in the last 12 years. The Kinnecome group has about 100
persons working 24 hours a day at Ft Meade. 

 

They have also brain-tapped persons the Plaintiff is in contact with to keep the Plaintiff isolated. 

 

This is the first time ever that a private citizen has been harassed with RNM and has been able to
bring a lawsuit against NSA personnel misusing this intelligence operations method.



click above image

 

 

 

6. NSA TECHNIQUES AND RESOURCES 

Remote monitoring/tracking of individuals in any location, inside any building, continuously,
anywhere in the country. 

 

A system for inexpensive implementation of these operations allows for thousands of persons in
every community to be spied on constantly by the NSA. 

 

Remote RNM Devices
NSA's RNM equipment remotely reads the evoked potentials (EEGs) of the human brain for
tracking individuals, and can send messages through the nervous systems to affect their
performance. RNM can electronically identify individuals and track them anywhere in the US. 

 

This equipment is on a network and is used for domestic intelligence operations, government
security and military base security, and in case of bioelectric warfare. 

 
Spotters and Walk-Bys in Metropolitan Areas 
Tens of thousands of persons in each area working as spotters and neighbourhood/business
place spies (sometimes unwittingly) following and checking on subjects who have been identified
for covert control by NSA personnel. 

Agents working out of offices can be in constant communication with spotters who are keeping
track of the NSA's thousands of subjects in public. NSA agents in remote offices can instantly
identify (using~ RNM) any individual spotted in public who is in contact with surveillance subject.

 
Chemicals and Drugs into Residential Buildings with Hidden NSA Installed and
Maintained Plastic Plumbing lines. 
The NSA has kits for running lines into residential tap water and air ducts of subjects for the
delivery of drugs (such as sleeping gas or brainwashing-aiding drugs). 

 



This is an outgrowth of CIA pharmapsychology (psychopharmacology). 

 
Brief Overview of Proprietary US Intelligence/Anti-Terrorist Equipment
Mentioned 
Fixed network of special EMF equipment that can read EEGs in human brains and identify/track
individuals by using digital computers. ESB (Electrical Stimulation to the Brain) via EMF signal
from the NSA Signals Intelligence is used to control subjects. 

EMF equipment that gathers information from PC circuit boards by deciphering RF emissions,
thereby gaining wireless modem-style entry into any personal computer in the country. All
equipment hidden, all technology secret, all scientific research unreported (as in electronic
warfare research). 

 

Not known to the public at all, yet complete and thorough implementation of this method of
domestic intelligence has been in place since the early 1980s.

 

Editor's Note: 

I tried ringing Mr Akwei to find out what was the out-come, if any, of his court case. He firmly but kindly

told me that he could not speak about anything to do with the case over the phone and hung up. A

subsequent conversation of similar length resulted in the information that he did not wish his address or

phone number published with this article. 

 

So, if we hear of any developments, we'll let you know. 
 

Its totally obvious from the above article that the US National Security Agency is none other than a
covertly run terrorist organization.

Their highly sophisticated technology that is used to monitor and manipulate the minds of millions of
innocent people daily, is a blatant expression of the dominating and authoritarian mentality that exists

behind the facade of our so called democratic society.

George Orwell's "THOUGHT POLICE" is an absolute reality in today's world.

Whether we realize it or not, every individual within our society is negatively effected by this
dictatorship attitude.

It has to change - It will change - It starts with you!

George Farquhar
Project Freedom
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From: Dedalus Bloom [mailto:abhinav_tyagi@hotmail.com] 
Sent: Saturday, January 07, 2017 4:42 AM
To: informmoscow@coe.int; informtbilisi@coe.int; informtirana@coe.int; informvictim@gmail.com;
infosec_ankara@yahoo.com; Ingsuganibcppm@yahoo.com; inkstuf@gmail.com; inquilab@mid-
day.com; inquiries@glennbeck.com; inquiries@nist.gov; inquiries@un.org;
inquiry@teachprivacy.com; insp3stf-uk@nic.in; intaffairs@presstv.com; intake@aclu-co.org; Intake
Mailbox; integrated.solutions@timesgroup.com; Maine Information and Analysis Center; Iowa
Intelligence Fusion Center; intelligence.fusion@ksag.org; New Mexico All Source Intelligence Center;
intercosmos.demands@yahoo.co.uk; intern@pakconsulatela.org;
internacional@cruzvermelha.org.pt; international.adsales@indiatimes.co.in;
international@leighbureau.com; international@redcross.or.kr; international@whistleblowers.org;
internships@rutherford.org; inthq@up.nic.in; intlawmeetings@americanbar.org;
intrelations@presstv.ir; introl@americanbar.org; investigation@co.kern.ca.us;
investigations@icij.org; inytletters@nytimes.com; Southeast Florida Fusion Center; isg@ipa-iac.org;
Info@ipa-usa.org; ipcentre@mtu-net.ru; ips@lk-bs.de
Subject: CIA NSA SURVEILLANCE
 

SURVEILLANCE TECHNOLOGY
Keywords: Remote Neural Monitoring and Brain/Body Manipulation, Artificial intelligence
Systems, Game theory and systems for behavioral/social control, Electronic Surveillance &
Harassment, Organized stalking (Please see attached files for description)
For years the federal government has sought to remotely control human behavior. Starting
with the CIA projects MKULTRA and MKSEARCH in the 1950s, the American public has
been unwitting guinea pigs in a multitude of non-consensually performed experiments that
have continued into the 21st century. The recent revelations regarding the extent of NSA
eavesdropping is only the tip of the iceberg. We are currently in an information war and a
mind war, where our privacy and autonomy as human beings are at stake.
The surveillance and manipulation technologies mentioned in this NSA whistleblower
lawsuit (see below, links and attached files) are currently being deployed over a global
satellite and cell phone tower network in a much more advanced version with enhanced
capabilities, tactics, socio-political uses, financing etc.
 It gives the surveillance agencies hands, eyes and ears virtually everywhere on the planet …
behind all closed doors walls inside buildings etc. The technology and spectrum was used for
submarine communications and hence can reach any location on the surface of earth. People
can be targeted and put under constant surveillance during flights/train rides/driving etc and
have their behavior/mental stated and choices manipulated using EEG transmitted to their

CODE 3(C)



brains from remote covert locations.
 
Key points and capabilities
This technology platform uses the entire electromagnetic spectrum to map, extract, store and
manipulate private information from ambient EM fields such as those emanating from human
brain, body and all electronic devices.
It can extract sounds and images from nearby speakers/cameras even with the devices turned
off and battery removed. That might be why Mr. Edward Snowden had people leave their
phones in a refrigerator during his recent NSA disclosure meetings … to block
Electromagnetic waves used for surveillance).
All information physical, physiological, mental and online/telecom can be decoded with
suitable signal processing performed over advanced supercomputers.  At the surveillance
centers a local model of the targets and their immediate environment can be recreated in great
detail using spectral decoding and any changes made to the local model are then retransmitted
to manipulate the target and her devices/environment. As mentioned in the whistleblower
lawsuit this technology can invade and manipulate virtually all kinds of private information
over the entire EM spectrum
If the technology seems more advanced than the mainstream neurosciences it is because while
scientist to their great credit follow rigorous ethical standards while the intelligence agencies
have acquired and developed their technology and system through illegal nonconsensual
human experimentation.
Some links for more information on the technology:
https://theintercept.com/surveillance-catalogue/
http://www.bibliotecapleyades.net/scalar_tech/esp_scalartech12.htm
http://covertharassmentconference.com/press_release&lng=en
http://www.electronictorture.com/
 

 
 

by John St Clair Akwei
From an article in Nexus Magazine April/May 96

from MindControlForums Website
 

A lawsuit filed against the U.S. National Security Agency reveals a frightening array of

technologies and programs designed to keep tabs on individuals.

John St Clair Akwei

vs

National Security Agency

Ft George G. Meade, MD, USA

(Civil Action 92-0449) 

The following document comprises evidence for a lawsuit filed at the U.S. Courthouse in

Washington, DC, by John St Clair Akwei against the National Security Agency, Ft George

G. Meade, Maryland (Civil Action 92-0449), constitutes his knowledge of the NSA's

structure, national security activities proprietary technologies and covert operations to

monitor individual citizens Ed.

 



 
1. THE NSA'S MISSION AND DOMESTIC INTELLIGENCE OPERATION
 

Communications Intelligence (COMINT) 
Blanket coverage of all electronic communications in the US and the world to ensure national
security. The NSA at Ft Meade, Maryland has had the most advanced computers in the world
since the early 1960s. 

 

NSA technology is developed and implemented in secret from private corporations, academia
and the general public. 

 
Signals Intelligence (SICINT) 
The Signals Intelligence mission of the NSA has evolved into a program of decoding EMF waves
in the environment for wirelessly tapping into computers and track persons with the electrical
currents in their bodies. Signals Intelligence is based on fact that everything in the environment
with an electric current in it has a magnetic flux around it which gives off EMF waves. 

 

The NSA/DoD [Department of Defense] developed proprietary advanced digital equipment which
can remotely analyze all objects whether manmade or organic, that have electrical activity. 

 
Domestic Intelligence (DOMINT) 
The NSA has records on all US citizens. The NSA gathers information on US citizen who might
be of interest to any of the over 50,000 NSA agents (HUMINT). These agents are authorized by
executive order to spy on anyone. The NSA has a permanent national security anti-terrorist
surveillance network in place. This surveillance network is completely disguised and hidden from
the public. 

Tracking individuals in the US is easily and cost-effectively implemented with NSA's electronic
surveillance network. This network (DOMINT) covers the entire US, involves tens of thousands of
NSA personnel, and tracks millions of persons simultaneously . Cost-effective implementation of
operations is assured by NSA computer technology designed to minimize operations costs. NSA
personnel serve in quasi-public positions in their communities and run cover businesses and
legitimate businesses that can inform the intelligence community of persons they would want to
track. 

 

NSA personnel in the community usually have cover identities such as social workers, lawyers
and business owners. 



 
Individual Citizens Occasionally Targeted for Surveillance by Independently
Operating NSA Personnel 
NSA personnel can control the lives of hundreds of thousands of individuals in the US by using
the NSA's domestic intelligence network and cover businesses. 

 

The operations independently run by them can sometimes go beyond the bounds of law. Long-
term control and sabotage of tens of thousands of unwitting citizens by NSA operatives is likely to
happen. 

 

NSA DOMINT has the ability to assassinate US citizens covertly or run covert psychological
control operations to cause subjects to be diagnosed with ill mental health. 

The above symptoms highlight a fraction of the vast array of 

Neuro-Electromagnetic Frequency Assaults perpetuated by the Police and

Military Intelligence Agencies toward 

Remote Mind Control Experiments, Behavioral Manipulation and Murder. 

 

 

 

2. NSA'S DOMESTIC ELECTRONIC SURVEILLANCE NETWORK

As of the early 1960s, the most advanced computers in the world were at the NSA, Ft Meade.
Research breakthroughs with these computers were kept for the NSA. 

 

At the present time the NSA has nanotechnology computers that are 15 years ahead of present
computer technology. The NSA obtains blanket coverage of information in the US by using
advanced computers that use artificial intelligence to screen all communications, regardless of
medium, for key words that should be brought to the attention of NSA agents/cryptologists. 

 

These computers monitor all communications at the transmitting and receiving ends. 

 

This blanket coverage of the US is a result of the NSA's Signals Intelligence (SIGINT) mission.
The NSA's electronic surveillance network is based on a cellular arrangement of devices that can



monitor the entire EMF (electromagnetic frequency) spectrum. 

 

This equipment was developed, implemented and kept secret in the same manner as other
electronic warfare programs. 

 

Signals Intelligence Remote Computer Tampering
The NSA keeps track of all PCs and other computers sold in the US. 

 

This is an integral part of the Domestic Intelligence network. The NSA's EMF equipment can tune
in RF (remote frequency) emissions from personal computer circuit boards (while filtering out
emissions from monitors and power sup- plies). 

 

The RF emission from PC circuit boards contains digital information in the PC. Coded RF waves
from the NSA's equipment can resonate PC circuits and change data in the PCs. Thus the NSA
can gain wireless modem-style entry into any computer in the country for surveillance or anti-
terrorist electronic warfare. 

 
Detecting EMF Fields in Humans for Surveillance 
A subject's bioelectric field can be remotely detected, so subjects can be monitored anywhere
they are. 

 

With special EMF equipment NSA cryptologists can remotely read evoked potentials (from
EEGs). These can be decoded into a person's brain-states and thoughts. The subject is then
perfectly monitored from a distance. NSA personnel can dial up any individual in the country on
the Signals Intelligence EMF scanning network and the NSA's computers will then pinpoint and
track that person 24 hours a day. 

 

The NSA can pick out and track anyone in the US. 

 

 

 



3. NSA SIGNALS INTELLIGENCE USE OF EMF BRAIN
STIMULATION 

NSA Signals Intelligence uses EMF Brain Stimulation for Remote Neural Monitoring (RNM) and
Electronic Brain Link (EBL). 

 

EMF Brain Stimulation has been in development since the MKULTRA program of the early
1950s, which included neurological research into radiation (non-ionizing EMF) and bioelectric
research and development. 

 

The resulting secret technology is categorized at the National Security Archives as "Radiation
Intelligence", defined as,

"information from unintentionally emanated electromagnetic waves in the environment, not
including radioactivity or nuclear detonation". 

Signals Intelligence implemented and kept this technology secret in the same manner as other
electronic warfare programs of the US Government. 

 

The NSA monitors available information about this technology and withholds scientific research
from the public. There are also international intelligence agreements to keep this technology
secret. 

The NSA has proprietary electronic equipment that analyze electrical activity in humans from a
distance. NSA computer generated brain mapping can continuously monitor all of the electrical
activity in the brain continuously. The NSA records and decode individual brain maps (of
hundreds of thousands of persons) for national security purposes. EMF Brain Stimulation is also
secretly used by the military for brain-to-computer link (in military fighter aircraft, for example). 

For electronic surveillance purposes, electrical activity in the speech center of the brain can be
translated into the subject's verbal thoughts. RNM can send encoded signals to the brain's
auditory cortex, thus allowing audio communications direct to the brain (bypassing the ears).
NSA operatives can use this covertly to debilitate subjects by simulating auditory hallucinations
characteristic of paranoid schizophrenia. 

Without any contact with the subject, Remote Neural Monitoring can map out electrical activity
from the visual cortex of a subject's brain and show images from the subject's brain on a video
monitor. NSA operatives see what the surveillance subject's eyes are seeing. Visual memory can
also be seen. RNM can send images direct to the visual cortex, bypassing the eyes and optic
nerves. 

 



NSA operatives can use this surreptitiously to put images into a surveillance subject's brain while
they are in REM sleep for brain-programming purposes. 

 

1. Capabilities of NSA Operatives Using RNM 
There has been a Signals Intelligence network in the US since the 1940s. 

 

The NSA, Ft Meade has in place a vast two-way wireless RNM system which is used to track
subjects and non-invasively monitor audio-visual information in their brains. This is all done with
no physical contact with the subject. RNM is the ultimate method of surveillance and domestic
intelligence. Speech, 3D sound and subliminal audio can be sent to the auditory cortex of the
subject's brain (bypassing the ears), and images can be sent into the visual cortex. RNM can
alter a subject's perceptions, moods and motor control. 

Speech cortex/auditory cortex link has become the ultimate communications system for the
intelligence community. RNM allows for a complete audio-visual brain-to-brain link or brain-to-
computer link. 

The above is a simple flowchart of Nuero-Electromagnetic Frequency Assaults 

showing methods that can be perpetuated by the Police and Military Intelligence Agencies 

toward Remote Mind Control Experiments, Behavioural Manipulation and Murder. 

 

 

 

4. NATIONAL SECURITY AGENCY SIGNALS INTELLIGENCE
ELECTRONIC BRAIN LINK TECHNOLOGY 

 

NSA SIGINT can remotely detect, identify and monitor a person's bioelectric fields. 

The NSA's Signals Intelligence has the proprietary ability to monitor remotely and non-invasively
information in the human brain by digitally decoding the evoked potentials in the 30-50 Hz, 5
milliwatt electromagnetic emissions from the brain. 

Neuronal activity in the brain creates a shifting electrical pattern that has a shifting magnetic flux.
This magnetic flux puts out a constant 30-50 Hz, 5 milliwatt electromagnetic (EMF) wave. 

 



Contained in the electromagnetic emission from the brain are spikes and patterns called "evoked
potentials". Every thought, reaction, motor command, auditory event and visual image in the
brain has a corresponding "evoked potential" or set of "evoked potentials". The EMF emission
from the brain can be decoded into the current thoughts, images and sounds in the subject's
brain. 

NSA SIGINT uses EMF-transmitted Brain Stimulation as a communications system to transmit
information (as well as nervous system messages) to intelligence agents and also to transmit to
the brains of covert operations subjects (on a non-perceptible level). 

EMF Brain Stimulation works by sending a complexly coded and pulsed electromagnetic signal to
trigger evoked potentials (events) in the brain, thereby forming sound and visual images in the
brain's neural circuits. EMF Brain Stimulation can also change a person's brain-states and affect
motor control. 

Two-way electronic Brain Link is done by remotely monitoring neural audio-visual information
while transmitting sound to the auditory cortex (bypassing the ears) and transmitting faint images
to the visual cortex (bypassing the optic nerves and eyes). The images appear as floating 2D
screens in the brain. 

Two-way electronic Brain Link has become the ultimate communications system for CIA/NSA
personnel. Remote neural monitoring (RNM, remotely monitoring bioelectric information in the
human brain) has become the ultimate surveillance system. 

 

It is used by a limited number of agents in the US Intelligence Community. 

The above is a simple flowchart of Nuero-Electromagnetic Frequency Assaults 

showing methods that can be perpetuated by the Police and Military Intelligence Agencies toward 

Remote Mind Control Experiments, Behavioral Manipulation and Murder. 

 

 

 

5. [NO HEADING IN ORIGINAL DOCUMENT] 

RNM requires decoding the resonance frequency of each specific brain area. 

 

That frequency is then modulated in order to impose information in that specific brain area. The
frequency to which the various brain areas respond varies from 3 Hz to 50 Hz. Only NSA Signals
Intelligence modulates signals in this frequency band. (See Table 1 below) 



 

This modulated information can be put into the brain at varying intensities from subliminal to
perceptible. Each person's brain has a unique set of bioelectric resonance/entrainment
frequencies. Sending audio information to a person's brain at the frequency of another person's
auditory cortex would result in that audio information not being perceived. 

The Plaintiff learned of RNM by being in two-way RNM contact with the Kinnecome group at the
NSA, Ft Meade.

They used RNM 3D sound direct to the brain to harass the Plaintiff from October 1990 to May
1991. 

As of 5/91 they have had two-way RNM communications with the Plaintiff and have used RNM to
attempt to incapacitate the Plaintiff and hinder the Plaintiff from going to the authorities about
their activities against the Plaintiff in the last 12 years. The Kinnecome group has about 100
persons working 24 hours a day at Ft Meade. 

 

They have also brain-tapped persons the Plaintiff is in contact with to keep the Plaintiff isolated. 

 

This is the first time ever that a private citizen has been harassed with RNM and has been able to
bring a lawsuit against NSA personnel misusing this intelligence operations method.

click above image

 

 

 

6. NSA TECHNIQUES AND RESOURCES 

Remote monitoring/tracking of individuals in any location, inside any building, continuously,
anywhere in the country. 

 

A system for inexpensive implementation of these operations allows for thousands of persons in
every community to be spied on constantly by the NSA. 

 

Remote RNM Devices



NSA's RNM equipment remotely reads the evoked potentials (EEGs) of the human brain for
tracking individuals, and can send messages through the nervous systems to affect their
performance. RNM can electronically identify individuals and track them anywhere in the US. 

 

This equipment is on a network and is used for domestic intelligence operations, government
security and military base security, and in case of bioelectric warfare. 

 
Spotters and Walk-Bys in Metropolitan Areas 
Tens of thousands of persons in each area working as spotters and neighbourhood/business
place spies (sometimes unwittingly) following and checking on subjects who have been identified
for covert control by NSA personnel. 

Agents working out of offices can be in constant communication with spotters who are keeping
track of the NSA's thousands of subjects in public. NSA agents in remote offices can instantly
identify (using~ RNM) any individual spotted in public who is in contact with surveillance subject.

 
Chemicals and Drugs into Residential Buildings with Hidden NSA Installed and
Maintained Plastic Plumbing lines. 
The NSA has kits for running lines into residential tap water and air ducts of subjects for the
delivery of drugs (such as sleeping gas or brainwashing-aiding drugs). 

 

This is an outgrowth of CIA pharmapsychology (psychopharmacology). 

 
Brief Overview of Proprietary US Intelligence/Anti-Terrorist Equipment
Mentioned 
Fixed network of special EMF equipment that can read EEGs in human brains and identify/track
individuals by using digital computers. ESB (Electrical Stimulation to the Brain) via EMF signal
from the NSA Signals Intelligence is used to control subjects. 

EMF equipment that gathers information from PC circuit boards by deciphering RF emissions,
thereby gaining wireless modem-style entry into any personal computer in the country. All
equipment hidden, all technology secret, all scientific research unreported (as in electronic
warfare research). 

 

Not known to the public at all, yet complete and thorough implementation of this method of
domestic intelligence has been in place since the early 1980s.

 





From: Intake Mailbox
To: Boyle, Curt (WSP);  Evans, Bill; Stephanie Deluvia
Subject: FW: Public Records Request
Date: Friday, April 20, 2018 4:18:00 AM

 
 

From: Jack Brewer [mailto:jackbrewerblog@yahoo.com] 
Sent: Thursday, April 19, 2018 6:15 PM
To: Intake Mailbox
Subject: Public Records Request
 
Jack Brewer
PO Box 940294
Maitland, FL 32794-0294
Phone: 407-607-1020
Email: jackbrewerblog@yahoo.com
 
 
April 19, 2018
 
 
To Whom It May Concern:
 
Pursuant to the Washington Public Records Act, I hereby request the following records:
 
Any and all records that refer or relate to "EM," "psychotronic," "mind control," "brain
mapping," “EMF,” “electromagnetic frequency,” “ELF,” “electromagnetic low frequency,”
“voice to skull” technology, and/or "remote viewing."
 
A fee waver is requested on the grounds I am a freelance writer, the requested information
will be published in ways that are not primarily commercial, and the requested information
stands to assist the public in better understanding government operations. If fees are
deemed applicable, please notify me before processing if costs are estimated to exceed $30.
 
I prefer the requested files be delivered electronically by email attachment or by CD-ROM if
not, but agree to other delivery means if considered more practical or efficient.
 
Thank you for your attention to my request.
 
Sincerely,
 
 
Jack Brewer
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From: Intake Mailbox
To: Curt Boyle (WSP); ; Evans, Bill; Stephanie Deluvia
Subject: FW: Washington Public Records Act Request: Records related to "EM," "psychotronic,"mind control," "brain

mapping," and/or "remote viewing"
Date: Thursday, April 19, 2018 11:20:59 AM

Expanding Your Mind Controlling Capabilities !
 
From: 52592-61877991@requests.muckrock.com [mailto:52592-
61877991@requests.muckrock.com] 
Sent: Thursday, April 19, 2018 11:12 AM
To: wafusion@wsp.wa.gov
Subject: Washington Public Records Act Request: Records related to 'EM,' 'psychotronic,'mind
control,' 'brain mapping,' and/or 'remote viewing'
 

Washington State Fusion Center
Washington Public Records Act Office
P.O. Box 42600
Olympia, WA 98504

April 19, 2018

To Whom It May Concern:

Pursuant to the Washington Public Records Act, I hereby request the following records:

- Any and all records that refer or relate to "EM," "psychotronic," "mind control," "brain
mapping," and/or "remote viewing." The date range for this request is Jan. 1, 2017, to the date
your office processes this request .

I am a full-time reporter at ThinkProgress, a nonprofit news site based in Washington, D.C.
My work has also appeared in The Washington Post, The Boston Globe, The Christian
Science Monitor, Al Jazeera America, The Intercept, PRI's The World, and Teen Vogue. The
requested documents will be made available to the general public, and this request is not being
made for commercial purposes.

In the event that there are fees, I would be grateful if you would inform me of the total charges
in advance of fulfilling my request. I would prefer the request filled electronically, by email
attachment if available or CD-ROM if not.

Thank you in advance for your anticipated cooperation in this matter. I look forward to
receiving your response to this request within 5 business days, as the statute requires.

Sincerely,
Joshua Eaton

Filed via MuckRock.com
E-mail (Preferred): 52592-61877991@requests.muckrock.com
Upload documents directly: https://www.muckrock.com/accounts/agency_login/fusion-center-
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6083/records-related-to-em-psychotronicmind-control-brain-mapping-andor-remote-viewing-
52592/?uuid-login=91f4ec34-6e38-41ed-8937-
996a24877d2b&email=wafusion%40wsp.wa.gov#agency-reply
Is this email coming to the wrong contact? Something else wrong? Use the above link to let us
know.

For mailed responses, please address (see note):
MuckRock News
DEPT MR 52592
411A Highland Ave
Somerville, MA 02144-2516

PLEASE NOTE: This request is not filed by a MuckRock staff member, but is being sent
through MuckRock by the above in order to better track, share, and manage public records
requests. Also note that improperly addressed (i.e., with the requester's name rather than
"MuckRock News" and the department number) requests might be returned as undeliverable.



From: Stephanie Deluvia
To: Dolan, Gretchen (WSP)
Subject: FW: Washington Public Records Act Request: Records related to "EM," "psychotronic,"mind control," "brain

mapping," and/or "remote viewing"
Date: Thursday, April 19, 2018 12:40:00 PM

Good afternoon Gretchen,
First of all I want to apologize the same way I apologize with my supervisor Lt Boyle and 

.
I do not like to give excuses but I really sent this without intention when it was not responsive. I sent
the original email to with the attachments.
I will try not make more mistakes….
Now, because of my error MuckRock sent another PDR.
Sorry again for the situation and have great afternoon,
 

Stephanie Deluvia
Administrative Assistant 3
Washington State Fusion Center
WSP/Homeland Security Division
Office: (206)262-2470
Cell: (206)858-2551
stephanie.deluvia@wsfc.wa.gov
stephanie.deluvia@wsp.wa.gov
 
 

From: Intake Mailbox 
Sent: Thursday, April 19, 2018 11:21 AM
To: Curt Boyle (WSP);  Evans, Bill; Stephanie Deluvia
Subject: FW: Washington Public Records Act Request: Records related to 'EM,' 'psychotronic,'mind
control,' 'brain mapping,' and/or 'remote viewing'
 
Expanding Your Mind Controlling Capabilities !
 
From: 52592-61877991@requests.muckrock.com [mailto:52592-
61877991@requests.muckrock.com] 
Sent: Thursday, April 19, 2018 11:12 AM
To: wafusion@wsp.wa.gov
Subject: Washington Public Records Act Request: Records related to 'EM,' 'psychotronic,'mind
control,' 'brain mapping,' and/or 'remote viewing'
 

Washington State Fusion Center
Washington Public Records Act Office
P.O. Box 42600
Olympia, WA 98504

April 19, 2018
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To Whom It May Concern:

Pursuant to the Washington Public Records Act, I hereby request the following records:

- Any and all records that refer or relate to "EM," "psychotronic," "mind control," "brain
mapping," and/or "remote viewing." The date range for this request is Jan. 1, 2017, to the date
your office processes this request .

I am a full-time reporter at ThinkProgress, a nonprofit news site based in Washington, D.C.
My work has also appeared in The Washington Post, The Boston Globe, The Christian
Science Monitor, Al Jazeera America, The Intercept, PRI's The World, and Teen Vogue. The
requested documents will be made available to the general public, and this request is not being
made for commercial purposes.

In the event that there are fees, I would be grateful if you would inform me of the total charges
in advance of fulfilling my request. I would prefer the request filled electronically, by email
attachment if available or CD-ROM if not.

Thank you in advance for your anticipated cooperation in this matter. I look forward to
receiving your response to this request within 5 business days, as the statute requires.

Sincerely,
Joshua Eaton

Filed via MuckRock.com
E-mail (Preferred): 52592-61877991@requests.muckrock.com
Upload documents directly: https://www.muckrock.com/accounts/agency_login/fusion-center-
6083/records-related-to-em-psychotronicmind-control-brain-mapping-andor-remote-viewing-
52592/?uuid-login=91f4ec34-6e38-41ed-8937-
996a24877d2b&email=wafusion%40wsp.wa.gov#agency-reply
Is this email coming to the wrong contact? Something else wrong? Use the above link to let us
know.

For mailed responses, please address (see note):
MuckRock News
DEPT MR 52592
411A Highland Ave
Somerville, MA 02144-2516

PLEASE NOTE: This request is not filed by a MuckRock staff member, but is being sent
through MuckRock by the above in order to better track, share, and manage public records
requests. Also note that improperly addressed (i.e., with the requester's name rather than
"MuckRock News" and the department number) requests might be returned as undeliverable.



From: Stephanie Deluvia
To: Dolan, Gretchen (WSP)
Subject: RE: Washington Public Records Act Request: Records related to "EM," "psychotronic,"mind control," "brain

mapping," and/or "remote viewing"
Date: Thursday, April 19, 2018 4:40:00 PM
Attachments: image001.jpg

Thank you Gretchen!
 

Stephanie Deluvia
Administrative Assistant 3
Washington State Fusion Center
WSP/Homeland Security Division
Office: (206)262-2470
Cell: (206)858-2551
stephanie.deluvia@wsfc.wa.gov
stephanie.deluvia@wsp.wa.gov
 
 
 

From: Dolan, Gretchen (WSP) [mailto:Gretchen.Dolan@wsp.wa.gov] 
Sent: Thursday, April 19, 2018 12:47 PM
To: Stephanie Deluvia
Subject: RE: Washington Public Records Act Request: Records related to 'EM,' 'psychotronic,'mind
control,' 'brain mapping,' and/or 'remote viewing'
 
Don’t you worry about it at all!  If I counted up all the times I’ve done the same thing … ! 
J  It happens to the best of us!  Don’t give it another thought, you do great work!
 
Thanks,
Gretchen Dolan, CPRO
Washington State Patrol
Public Records Officer
PO Box 42631
Olympia WA 98504
(360)596-4137 ext. 11137
The Washington State Patrol makes a difference every day, enhancing the safety and security of our state by providing the best in public
safety services.

 
From: Stephanie Deluvia <Stephanie.Deluvia@wsfc.wa.gov> 
Sent: Thursday, April 19, 2018 12:41 PM
To: Dolan, Gretchen (WSP) <Gretchen.Dolan@wsp.wa.gov>
Subject: FW: Washington Public Records Act Request: Records related to 'EM,' 'psychotronic,'mind
control,' 'brain mapping,' and/or 'remote viewing'
 
Good afternoon Gretchen,
First of all I want to apologize the same way I apologize with my supervisor Lt Boyle and 

I do not like to give excuses but I really sent this without intention when it was not responsive. I sent
the original email to  with the attachments.
I will try not make more mistakes….
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Now, because of my error MuckRock sent another PDR.
Sorry again for the situation and have great afternoon,
 

Stephanie Deluvia
Administrative Assistant 3
Washington State Fusion Center
WSP/Homeland Security Division
Office: (206)262-2470
Cell: (206)858-2551
stephanie.deluvia@wsfc.wa.gov
stephanie.deluvia@wsp.wa.gov
 
 

From: Intake Mailbox 
Sent: Thursday, April 19, 2018 11:21 AM
To: Curt Boyle (WSP); ; Evans, Bill; Stephanie Deluvia
Subject: FW: Washington Public Records Act Request: Records related to 'EM,' 'psychotronic,'mind
control,' 'brain mapping,' and/or 'remote viewing'
 
Expanding Your Mind Controlling Capabilities !
 
From: 52592-61877991@requests.muckrock.com [mailto:52592-
61877991@requests.muckrock.com] 
Sent: Thursday, April 19, 2018 11:12 AM
To: wafusion@wsp.wa.gov
Subject: Washington Public Records Act Request: Records related to 'EM,' 'psychotronic,'mind
control,' 'brain mapping,' and/or 'remote viewing'
 

Washington State Fusion Center
Washington Public Records Act Office
P.O. Box 42600
Olympia, WA 98504

April 19, 2018

To Whom It May Concern:

Pursuant to the Washington Public Records Act, I hereby request the following records:

- Any and all records that refer or relate to "EM," "psychotronic," "mind control," "brain
mapping," and/or "remote viewing." The date range for this request is Jan. 1, 2017, to the date
your office processes this request .

I am a full-time reporter at ThinkProgress, a nonprofit news site based in Washington, D.C.
My work has also appeared in The Washington Post, The Boston Globe, The Christian
Science Monitor, Al Jazeera America, The Intercept, PRI's The World, and Teen Vogue. The
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requested documents will be made available to the general public, and this request is not being
made for commercial purposes.

In the event that there are fees, I would be grateful if you would inform me of the total charges
in advance of fulfilling my request. I would prefer the request filled electronically, by email
attachment if available or CD-ROM if not.

Thank you in advance for your anticipated cooperation in this matter. I look forward to
receiving your response to this request within 5 business days, as the statute requires.

Sincerely,
Joshua Eaton

Filed via MuckRock.com
E-mail (Preferred): 52592-61877991@requests.muckrock.com
Upload documents directly: https://www.muckrock.com/accounts/agency_login/fusion-center-
6083/records-related-to-em-psychotronicmind-control-brain-mapping-andor-remote-viewing-
52592/?uuid-login=91f4ec34-6e38-41ed-8937-
996a24877d2b&email=wafusion%40wsp.wa.gov#agency-reply
Is this email coming to the wrong contact? Something else wrong? Use the above link to let us
know.

For mailed responses, please address (see note):
MuckRock News
DEPT MR 52592
411A Highland Ave
Somerville, MA 02144-2516

PLEASE NOTE: This request is not filed by a MuckRock staff member, but is being sent
through MuckRock by the above in order to better track, share, and manage public records
requests. Also note that improperly addressed (i.e., with the requester's name rather than
"MuckRock News" and the department number) requests might be returned as undeliverable.



From: Dolan, Gretchen (WSP)
To: Stephanie Deluvia
Subject: RE: Washington Public Records Act Request: Records related to "EM," "psychotronic,"mind control," "brain

mapping," and/or "remote viewing"
Date: Thursday, April 19, 2018 12:46:36 PM
Attachments: ~WRD000.jpg

Don’t you worry about it at all!  If I counted up all the times I’ve done the same thing … ! 
J  It happens to the best of us!  Don’t give it another thought, you do great work!
 
Thanks,
Gretchen Dolan, CPRO
Washington State Patrol
Public Records Officer
PO Box 42631
Olympia WA 98504
(360)596-4137 ext. 11137
The Washington State Patrol makes a difference every day, enhancing the safety and security of our state by providing the best in public
safety services.

 
From: Stephanie Deluvia <Stephanie.Deluvia@wsfc.wa.gov> 
Sent: Thursday, April 19, 2018 12:41 PM
To: Dolan, Gretchen (WSP) <Gretchen.Dolan@wsp.wa.gov>
Subject: FW: Washington Public Records Act Request: Records related to 'EM,' 'psychotronic,'mind
control,' 'brain mapping,' and/or 'remote viewing'
 
Good afternoon Gretchen,
First of all I want to apologize the same way I apologize with my supervisor Lt Boyle and 

I do not like to give excuses but I really sent this without intention when it was not responsive. I sent
the original email to  with the attachments.
I will try not make more mistakes….
Now, because of my error MuckRock sent another PDR.
Sorry again for the situation and have great afternoon,
 

Stephanie Deluvia
Administrative Assistant 3
Washington State Fusion Center
WSP/Homeland Security Division
Office: (206)262-2470
Cell: (206)858-2551
stephanie.deluvia@wsfc.wa.gov
stephanie.deluvia@wsp.wa.gov
 
 

From: Intake Mailbox 
Sent: Thursday, April 19, 2018 11:21 AM
To: Curt Boyle (WSP); ; Evans, Bill; Stephanie Deluvia
Subject: FW: Washington Public Records Act Request: Records related to 'EM,' 'psychotronic,'mind
control,' 'brain mapping,' and/or 'remote viewing'
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Expanding Your Mind Controlling Capabilities !
 
From: 52592-61877991@requests.muckrock.com [mailto:52592-
61877991@requests.muckrock.com] 
Sent: Thursday, April 19, 2018 11:12 AM
To: wafusion@wsp.wa.gov
Subject: Washington Public Records Act Request: Records related to 'EM,' 'psychotronic,'mind
control,' 'brain mapping,' and/or 'remote viewing'
 

Washington State Fusion Center
Washington Public Records Act Office
P.O. Box 42600
Olympia, WA 98504

April 19, 2018

To Whom It May Concern:

Pursuant to the Washington Public Records Act, I hereby request the following records:

- Any and all records that refer or relate to "EM," "psychotronic," "mind control," "brain
mapping," and/or "remote viewing." The date range for this request is Jan. 1, 2017, to the date
your office processes this request .

I am a full-time reporter at ThinkProgress, a nonprofit news site based in Washington, D.C.
My work has also appeared in The Washington Post, The Boston Globe, The Christian
Science Monitor, Al Jazeera America, The Intercept, PRI's The World, and Teen Vogue. The
requested documents will be made available to the general public, and this request is not being
made for commercial purposes.

In the event that there are fees, I would be grateful if you would inform me of the total charges
in advance of fulfilling my request. I would prefer the request filled electronically, by email
attachment if available or CD-ROM if not.

Thank you in advance for your anticipated cooperation in this matter. I look forward to
receiving your response to this request within 5 business days, as the statute requires.

Sincerely,
Joshua Eaton

Filed via MuckRock.com
E-mail (Preferred): 52592-61877991@requests.muckrock.com
Upload documents directly: https://www.muckrock.com/accounts/agency_login/fusion-center-
6083/records-related-to-em-psychotronicmind-control-brain-mapping-andor-remote-viewing-
52592/?uuid-login=91f4ec34-6e38-41ed-8937-
996a24877d2b&email=wafusion%40wsp.wa.gov#agency-reply
Is this email coming to the wrong contact? Something else wrong? Use the above link to let us






